
..€

pmAMENTUL
ROMÂNIEI

ROMANIA

Cj€ DEpuAŢmoR

qoMÂN,4

SENATU

LEGE

digifi;n,::e:vji:e:;i;:şf:drţi:p:sritFd:iegc:rt:ai:Ţutp:,:Fe::iiei

Parlamentul României adoptă prezenta lege.

C=-

`±:...:.`.     -.:   .

*-t,EŢŢ±
Fţ`*,`Ţit'f,i

EiiE-H=
J]1t-r._L==



Sc>

LEGE prMnd evidenţa şi administrarea infrastructurii digitaLe publice, preci]m

şi  pentru crearea PLatformeî  Naţionale a lnfrastructurii  DigitaLe pub(ice

Capitotut 1. Dispoz.rii generaLe
Ai+    1.    (1)    Prezenta    Lege    instituie    cadruL    juridic    unitar    pentru    evidenţa,
administrarea,  utilizarea  şi  securitatea  infrastructurii  digitale  publice  a  României,
În  scopuL  garantării  interesuLui  pub(ic  şi  a(  consolidării  Încrederii  cetăţenilor În
serviciile digitale publice.

(2)    Prezenta    lege    reglementează   crearea,   operaţionalizarea   şi   administrarea
Platformei   naţionale   a   infrastructurii   digitale   publice,   ca   instrument   unic   de
evidenţă, coordonare şi supraveghere a infrastructurii digitale publice. `

(3)  Prezenta  tege  stabileşte  atribuţiile Autorităţii  pentru  Digitalizarea  României  şi
ale  autorităţilor  şi   instituţiilor  publice  centrale  şi  locale  cu  privire  la  utilizarea,
integrarea  şi  responsabilitatea În  domeniul infrastructurii  digitale  publice, precum

şi la integrarea cu celelalte platforme digitale naţionaLe.

(4)   Prezenta   lege   are   ca   obiectiv  creşterea   calităţii,  securitătii  si  accesibilităţii
servicii(or  pubLice   digitaLe,   reducerea  sarciniLor  administrative   pentru   cetăţeni,
asigurarea    unui   cadru   coerent   de   guvernanţă   a   resurselor   digitale   publice,

promovarea  standardelor  deschise  şi  transparente  şi  a  reutiLizării  software-ului
finanţat din fonduri publice.

(5)  Prezenta  lege  se  aplică  autorităţilor  şi  instituţiitor  pub[ice  centrale  şi  locale,
precum   şi   entităţi[or  aflate  în   subordinea,  în   administrarea,  sub   autoritatea,
coordonarea sau controlul acestora, dacă legea nu prevede altfel.

(6)  Prin  excepţie de la  prevederile alin. (5),  prezenta [ege  nu  se aplică autorităţilor
sau   instituţiiLor   pub[ice   din   sistemul   naţional   de   apărare,   ordine   publică   şi
securitate naţională

•_.:

(7)   Prezenta   Lege   nu   se   aplică   sistemelor   informatice   şi   de   comunicaţii   care
vehicu[ează informaţii clasificate, potrivit [egii.

ArL 2. Prezenta lege are următoarele obiective:
a)   cor\stiitu.irea`   ş.i   fur\q\onarea   Plaffiormei   naţionale   a   infrastructurii   digitale

publjce,   ca   instrument   unic   de   evidenţă,   coordonare   şi   supraveghere   a
infrastructurii digitale pu blice;

b)  crearea  unui  sistem  unitar  de  registre  specializate  pentru  resursele  digitale
utilizate de entităţiLe pu blice;

c)   asigurarea   protejării   şi   valorificării   dreptului   de   proprietate,   dreptului   de
administrare sau de fo[osinţă a statului asupra resurse[or digitale publice;

d)  creşterea    securităţii    cibernetice    şi    a    rezilienţei    digita[e    a    statului,   În
conformitate cu legislaţia naţională şi europeană aplicabită;
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LEGE privind  evidenţa şi administrarea infrastructurii digita[e publice, precum

şi pentru  crearea Platformei  Naţionale a lnfra5tructurii  Digitale publice

e)   integrarea   infrastructurii   digitale   publice  În   Cloud-u[   Guvernamental  şi  În
Platforma   naţionată  de  interoperabilitate,   prevăzută  de   Legea  nr.   242/2022

privind   schimbul   de   date  Între   sisteme   informatice   şi   crearea   Platformei
naţionale de interoperabiLitate, pentru a facilita schimbul de date Între sisteme
informatice;

f)   sporirea transparenţei şi a accesului cetăţenilor la serviciile digitale publice;

g)   instituirea  responsabilităţiLor şi ob[igaţiilor pentru entităţile publice În vederea
declarării şi actualizării resurselor digitale publice;

h)   promovarea   utilizării   eficiente  a   resurselor  digitale  pubtice,  a  standardelor
tehnice deschise şi a reutilizării software-uLui dezvo[tat din fonduri publice.

Art. 3. În sensuL prezentei Legi, expresiiLe de mai jos au următoare(e semnif]caţii:
a)   /.nfrastructură  d/.g/.tală pub[i.că -tota[itatea resurselor digitale pub[ice utilizate

de  entităţile  publice  pentru  furnizarea  de  servicii  pubLice  digita[e,  incLuzând
domenii,   subdomenii,   site-uri,   portaluri,   aplicaţii   software,   baze   de   date,
licenţe, echipamente hardware şi proiecte informatice;

b)   Plaffiorma   naţională   a   infirastructurii   digitale   publice   (PNIDP)   -   plaL+formă
digitală  integrată,  componentă  a  infrastructurii  digitale  publice,  care  asigură
evidenţa,    coordonarea,   transparenţa   şi    autenticitatea    resurselor   digitale

pubLice   utilizate   pentru   furnizarea   de   servicii   publice   digitale,   precum   şi
integrarea registrelor specializate;

c)   reg/.stm    spec/.a{/.zat    -    componentă    a    PNIDP    destinată    inventarierii    şi
autenticităţii  dateLor  informatice  specifice  unei  categorii  de  resurse  digitale

pubLice conform  prezentei  [egi;
d)   domer}i.u J.nst/.tuţJ.ona[ -numeLe domeniului de internet deţinut sau administrat

de o entitate publică;
e)   pro/.ect    d/.g/.ta(    pubJ7.c   -    iniţiativă    de    creare,    dezvoLtare,    extindere   sau

modernizare  a   infrastructurii   digitaLe  pubLice  uti[izate  pentru  furnizarea  de
servicii  publice digitale, finanţată din fonduri a[e bugetului de stat, sau fonduri
europene, indiferent de cuantumul acestora şi de mecanismul de cofinanţare;

f)   standard  tehri/.c  m/.n;m  -  cerinţe  obLigatorii  prevăzute  În  anexa  nr.  1  privind
secu ritatea, interoperabi[itatea şi accesibiLitatea infrastructu rii digitale pu blice;

g)   responsabi.l d/.gi.tal -conducătoru[ entităţii  pub[ice ori persoana desemnată de
conducătoruL    entităţii    publice   dintre   funcţionarii    publici   sau    personalul
contractual al aparatului  de specialitate  din entitatea pub[ică respectivă, care
Îndeplineşte responsabi[ităţi[e prevăzute de prezenta lege;

h)  resurse  di.gi.tale publi.ce -  ansamblul  de  date  informatice, cum sunt aplicaţiile,
domeniile    instituţionale,    licenţe[e,    programele    informatice    şi    alte    date
informatice  inclusiv  codul sursă,  bazele  de  date, Apl-urile,  care  sunt uti[izate,
deţinute sau administrate de entităţile publice;

i)    cod   unjc  pers/.stent  -   identificator   unic  în   PNIDP   a[ocat  resurselor  digitale

publice  utilizat  În  mod  persistent În  infrastructura  digitală  publică  pentru  a
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asigura    certificarea    datelor    informatice    şi    redirecţionarea    controlată    a
utiLizatorului către domeniul sursă al resursei digitale pub[ice;

j)    date jnformati.ce publi.ce -metadate şi/sau  informaţii tehnice despre resurseLe
digita[e publice, fără a include conţinutul operaţional a[ acestora;

k)   entjtăţi.  publJ.ce  -  autorităţile   publice   centrale  şi   locale,   instituţiile  publice
centrale  şi  Locale,  precum  şi  entităţile  aflate În  subordinea, În  administrarea,
sub autoritatea, coordonarea sau controLul acestora.

Capito(u( 11. Platforma naţîonată a infLastructurii digitate pubLice

Art.   4.   (1)   Se  Înfiinţează   Platforma   naţionaLă   a   infrastructurii   digitaLe   pubLice,
administrată de Autoritatea pentru  Digita[izarea  României, denumită În continuare
ADR. PNIDP este un sistem informatic de interes naţional.

(2)   ServiciuL   de   Te(ecomunicaţii   SpeciaLe,   denumit  În   continuare   SŢS,   asigură
serviciiLe  de  infrastructură  şi  comunicaţii  necesare  operaţionalizării şi funcţionării
PNIDP,  În  baza cerinţe[or operaţionale transmise de ADR.

(3)  Directoratul  Naţional  de  Securitate  Cibernetică,  denumit În  continuare  DJVSC,

poate   stabili   cerinţe  specifice   de  securitate  cibernetică  a  datelor  informatice
cuprinse În  PNIDP,  monitorizează  conformarea  cu  aceste  cerinţe  şi  cooperează  cu
ADR şi STS În gestionarea riscuriLor cibernetice În condiţiiLe Legii.

(4) Modul de cooperare Între ADR, STS şi  DNSC, în vederea aducerii la îndeplinire a

prezentei  legi,  se  stabileşte  prin  ordin  comun  al  conducătorilor  acestor  instituţii,
Încheiat  şi  pubLicat În  MonitoruL  oficial  aL  României,  Partea  ]  În  termen  de  90  de
zile de la data intrării În vigoare a prezentei legi.

Art.  5.  ADR  exercită,  În  caLitate  de  administrator  a[  PNIDP,  următoare[e  atribuţii

principa[e:
a)   proiectează, implementează, operează şi administrează PNIDP;
b)  stabileşte şi actualizează standardele tehnice de funcţionare ale PNIDP;
c)   auditează  datele şi  monitorizează  conformarea  entităţiLor publice cu  prezenta

le8e;
d)   integrează PNIDP cu aLte p[atforme naţionale digitale;
e)   administrează registrele specializate prevăzute de prezenta [ege;
f)   publică   anual   un   raport   de   conformitate  şi   indicatorii   de   performanţă  ai

infrastructu rii digitale publice;

g)   colaborează  cu   DNSC,  STS  şi  a[te  instituţii   pubLice  competente  în  domeniul
securităţii cibernetice şi al administrării infrastructurii digitale publice.

ArL 6.  (1)  PNIDP  se  impLementează  gradual,  registreLe fiind  dezvoltate şi  integrate
treptat, potrivit calendarului stabilit prin normeLe metodologice.
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(2) PNiDP este proiectată modu[ar, astfe[ Încât să permită adăugarea de noi registre
sau  funcţionalităţi  în  funcţie  de  evoluţia tehnologică  şi  de  nevoile  administraţiei

publice centra[e şi [ocale.

Art.  7.  (1)  EntităţiLe  pubLice  prevăzute  La  art.  1  aLin.  (5),  prin  responsabiLii  digitali,

Înregistrează   În    PNIDP   toate    resurse[e   digitale   pubLice   deţinute,   utilizate   şi
administrate În termen de 6 luni de [a data intrării În vigoare a prezentei legi.

(2)  După Înregistrarea  date[or  infbrmatice În  PNIDP,  modificăriLe  aduse  resurselor
digitale  publice  se  reatizează  de  responsabilul  digital În  termen  de  15 zile  de  la

producerea  lor.  În  cazuri  urgente,  modificarea  se  reaLizează  cu  celeritate  fără  ca
termenuL să poată depăşi 5 ziLe.

(3)    La   expirarea   termenului    prevăzut   la   a[in.   (1),   resursele   digitale   publice
neînregistrate În PNIDP nu  mai pot fi utiLizate de entităţile publice.

(4)  Nu  pot fi  finanţate,  achiziţionate  şi  nu  pot face  obiectul modernizării  proiecte
digitale    pub[ice    neînregistrate    În    PNIDP.    Proiecte[e    digitale    publice    vor   fi
înregistrate Într-o secţiune distinctă În PN[DP.

(5)  Fiecărei  resurse  digitale  publice  i  se  atribuie  un  cod uni.c pers/.stent, folosit pe
toate  p[atformele  digitale  pub[ice În  care  resursa  digitală  publică este  utiLizată, În
subsolul sau În antetul interfeţelor digitale ori a portaluri[or web deţinute, utiLizate
sau  administrate  de  entităţile  publice,  după  un  modeL  stabilit  potrivit  normelor
metodo[o8ice.

(6) Fiecărei  entităţi  pub[ice  i se atribuie  Lin  cod un/.c persi.stent, fotosit drept marcă
de  provenienţă  În  toate  ÎnscrisuriLe  electronice  emise  de  entitatea  publică  şi  pe
toate   platformele  publice  digitale   pentru   a  determina  sursa  şi  redirecţionarea
controlată către domeniul instituţional oficial al entităţii publice.

Art. 8. (1) Date(e din  PNIDP se cLasifică astftL:

a)   date publ/.ce -acele date informatice referitoare la existenţa, scopu[ resurse[or
digitale   publice   precum   şi   la   informarea   cetăţenilor  în  vederea   asigurării
transparenţei şi certificării oficialităţii  date[or informatice, care sunt accesibile
tutu ror cetăţenilor;

b)  date  /.nteme  -  aceLe  date  informatice  referitoare  la structura tehnică  internă,
care sunt accesibile responsabililor digita[i, ADR, STS şi DNSC;

c)   date  sensi.b;[e   -   acele   date   informatice   referitoare   la  elemente   critice   de
securitate   cibernetică,   care  sunt  accesibile  ADR,  STS  şi   DNSC,  după  caz,  În
conformitate  cu  procedura  prevăzută  de  lege  şi  prin  normele  metodo[ogice
elaborate   pentru   asigurarea  securităţii   cibernetice  a   infrastructurii   digitale

pub[ice.
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(2) Datele publice sunt accesibile utilizatori[or potrivit art. 22-24.

(3)   Regimul  de  acces  şi  protecţie  a  datelor  informatice  interne  şi  sensibile  se
stabileşte prin norme metodologice.

CapitoLul [1[. Registne speciatizate

Art.9.  (1)   PNIDP   este   aLcătuită   din   registre  specializate   destinate   inventarierii
categoriiLor de resurse digita[e pub[ice uti[izate de entităţile pubLice.

(2) Registrele specia[izate su nt u rmătoarele:
a)   registrul domeniilor şi subdomeniilor instituţionale;
b)   registrul adreselor de email oficiale ale entităţilor publice;
c)   registruL site-urilor şi  portalurilor publice;
d)   registrul aplicaţiiLor şi  platforme[or digitaLe;
e)   registruL LicenţeLor software;

f)    registruL echipamentelor hardware şi al aLtor active IT;

g)   registru[ proiectelor digitale pubLice;

(3)   Registrele   specializate   constituie   surse   autentice   de   date,   dacă   au   fost
înregistrate În PN I DP.

(4)   ADR   administrează   registrele   speciaLizate   şi   integrează   datele   informatice
conţinute În  PN[DP În  RegistruL  naţionaL  aL  registrelor  potrivit  art.  8  din  Legea  nr.
2;42|2;ff2:2.

Art.10.   (1)   Pentru   fiecare   resursă   digitală   publică   declarată   Într-un   registru
specializat se înscriu cel puţin următoarele date generale:
a)   denumirea resursei şi identificarea acesteia;
b)   entitatea   publică   care  deţine,  administrează  sau   utilizează   resursa  publică

di8itală;
c)   datele  pubLice  de  contact  ale  responsabiluLui  digita|  fără  a  aduce  atingere

date[or cu caracter personal ale acestuia;
d)   detalii    tehnice    esenţia[e,    inclusiv    configuraţii,    versiuni    şi    certificări    de

securitate;
e)   dovada juridică a deţinerii sau a dreptului de utilizare, după caz;
f)   data Înregistrării şi starea de funcţionare curentă;

g)   coduL unic persistent atribuit de PNIDP.

(2)   Pentru   categoriile  de   resurse  care   imp[ică  licenţe,   contracte  sau  a[te  acte
juridice,  registrul  cuprinde  şi  referinţe  la  documentaţia  tehnică  corespunzătoare
sau la temeiul [egal aplicabil.
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(3)   Nu  se  Înscriu  În   registrele  specializate  date  cu   caracter  personal  conform
Regulamentului   (UE)  2016/679  al  ParlamentuLui  European  şi  a[  Consiliului  din  27
aprilie  2016  privind  protecţia  persoanelor  fizice  În  ceea  ce  priveşte  prelucrarea
datelor   cu   caracter   personal  şi   privind   libera  circulaţie  a  acestor  date  şi   de
abrogare   a   Directivei   95/46/CE,   pus   în   aplicare   prin   Legea   nr.   190/2018,   cu
modificările uLterioare.

Art.11.   Înscrierea   datelor   informatice   şi   operarea   modificărilor   în    registrele
specializate se realizează în termenele prevăzute la art. 7 alin. (1) şi (2).

Art.12. (1)  Pe  lângă  informaţiile  prevăzute  la arLlo,  registrele specializate cuprind
date  specifice  fiecărei  categorii  de  resurse  digitale  publice,  denumită  schema  de
date pentru registre, având conţinutul prevăzut În anexa nr. 2.

(2)  ADR  stabi[eşte   prin  norme[e  metodologice  elemente  suplimentare  specifice
fiecărui  registru,  formatele  şi  schemele  de  date,  precum  şi  regulile  de  acces  la
datele registrelorîn funcţie de categoriile prevăzute La art. 8.

(3)   După  Înregistrarea  registruLui  (icenţeLor  software  În  PNIDP,  licenţeLe  software
neutilizate   şi   disponibile   vor  fi   redistribuite  Între   entităţi[e   publice,   cu   avizul
conform  aL ADR,  pentru  a  evita  risipa  resurselor digitaLe publice, dacă dispoziţiile
legale  sau   contractul  Încheiat  de  entitatea  publică  care  deţine,  foloseşte  sau
administrează În mod legal resursa digitală publică nu interzic acest lucru.

Art.13. (1) Registrele specializate sunt corelate între ele prin utilizarea codului unic

persistent  şi   a  altor  chei   de   referinţă  sau  Apl-uri,  pentru   a  asigura  coerenţa,
autenticitatea şi unicitatea datelor informatice sau a resurselor digitale publice.

(2)   Este   interzisă   duplicarea   funcţională   a   datelor  informatice  Între   resursele
digitale   publice   care   utilizează   codul   unic   persistent,  cu   excepţia   copiitor   de
siguranţă  şi  a  replicilor  necesare funcţionării  şi  integrităţii  infrastructurii  digitale

publice  sau  a sistemului  informatic din  care face parte. Codul unic persistent va fi
folosit  drept  cod   de   referinţă   pentru   a   face  trimitere   utilizatorului   [a  datele
informatice sursă.

(3)   PNiDP   este   operaţionalizată   astfel  Încât  să   efectueze  validări   informatice
automate şi transmiterea  erori[or şi  blocaje[or pe  care  le Întâmpină responsabilii
digitati către ADR.
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Cap.ItoLUL IV. ResponsabituL digi.tal

Art.  14.  (1)  Entităţile  publice  au   obligaţia  de  a  desemna  un   responsabil  digital

pentru  gestionarea  şi  actualizarea  resurselor  digitate  pub[ice  În  conformitate  cu
prezenta Lege.

(2)   În    absenţa   desemnării   unui   responsabil   digital,   obligaţiile   prevăzute   de
prezenta lege revin conducător'ului entităţii pub[ice.

(3)  Mai   mu[te  entităţi  publice  pot  desemna  un  responsabil  digital  comun,  dacă

persoana  este  funcţionar  public  sau  personal  contractual  al structurii  comune  a
entităţilor  publice,  al  entităţii  publice  ierarhic superioare  ori  doar al uneia dintre
entităţite publice respective, în baza unui protocol avizat consu[tativ de ADR.     .

(4) ADR asigură instruirea iniţială şi  periodică a responsabililor digitali.

Art.15. Responsabilul digital are următoare[e atribuţii principale:
a)  Înscrierea, modificarea şi actualizarea date[or informatice în PNIDP a resurse[or

digitale utilizate de entitatea publică;
b)  verificarea  periodică  a  corectitudinii  date[or  informatice Înscrise în  registrele

specializate;
c)   notificarea   ADR   În    legătură   cu   modificările   semnificative   sau   incidentele

cibernetice apărute;
d)   colaborarea   cu  ADR,  STS  şi   DNSC  În   cadrul  auditului  şi  al  controalelor  de

securitate cibernetică;
e)   asigurarea respectării standardelor tehnice minime prevăzute În anexa nr.1;
f)   ÎndepLineşte  orice  alte  atribuţii  stabilite  prin  acteLe  normative  incidente sau

prin normele metodologice de aplicare a prezentei legi.

Art.16. (1)  ResponsabiluL digita[ transmite ADR rapoarte anuale în formatul stabilit
În  normeLe metodo[ogice.

(2) În  exercitarea  atribuţiilor sale,  responsabiluL digital cooperează cu ADR pentru
implementarea  măsurilor  de  securitate,  pentru  actualizarea  registrelor  şi  pentru
Îmbunătăţirea funcţionării  PNIDP.

(3)     Responsabilu[    digita[     realizează    notificarea    incidentelor    de    securitate
cibernetică   de  Îndată   către   DNSC,   prin   platforma   de   raportare   prevăzută   de
Ordonanţa   de   urgenţă  a  Guvernului   nr.  155/2024  privind   instituirea   unui   cadru

pentru   securitatea  cibernetică  a   reţeLeLor  şi  sistemelor  informatice  din  spaţiul
cibernetic   naţional   civil,   aprobată   cu   modificări   şi   completări   prin   Legea   nr.
124/2025.
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CapitotuLV.SecuritateacibemeticăşiaudituLinstittiţionat
Art.17.  (1)  Resursele  digita[e  pub[ice înregistrate  în  PNIDP se  supun  dispoziţiilor
Ordonanţei   de   urgenţă   a   Guvernului   nr.   155/2024,   aprobată   cu   modificări   şi
compLetări   prin   Legea   nr.  124/2025.   PrevederiLe  aiL  4  alin.  (3)  se  apLică  În  mod
corespunzător.

(2)    Pentru    asigurarea    respectării    obLigaţiiLor   de    inventariere,   Înregistrare   şi
confbrmare   la  standardele   PNIDP,  ADR  verifică   periodic  şi   dispune   măsuri   de
remediere  pentru  a  face  funcţionale  registrele  specializate  Şi  sistemele  de  date
inte8rate.

(3)  STS  asigură,  potrivit  competenţelor  legale,  măsuri  operaţionale  de  securitate
cibernetică  şi  testări  tehnice asupra serviciilor furnizate pentru  PNIDP, găzduită În
Cloudul Privat Guvernamenta[, componenta de CLoud lntern.

(4)  Entităţile  publice  au  obligaţia  să  implementeze  măsurile  corective stabilite în
urma controalelor şi  a auditurilor prevăzute la alin. (1)-(3). Termenele de remediere
se stabilesc prin raportu[ de control sau auditîntocmit de instituţia pubLică, ţinând
cont de riscu rile critice constatate.

CapitotuL V[. [nteropembiLitatea date(or pubtice
Art.  18.  (1)  Toate   registrele  specializate   din   PNIDP  se   integrează   cu   P[atforma
naţională  de  interoperabilitate,  pentru  schimbul de  date securizat şi  automatizat
Între entităţile publice, cu respectarea cadrului legal aplicabil.

(2)  Entităţile  publice vor respecta dispoziţiile Legii  nr. 242/2022, inclusiv În  ceea  ce

priveşte  interdicţia de a solicita documente sau  informaţii  care sunt disponibile şi
integrate În PNIDP şi P[atforma naţionaLă de interoperabilitate.

(3)  În   caz  de  neconcordanţă  Între  datele  informatice  înscrise  În  PNIDP  şi  cele
cuprinse   În   alte   evidenţe   publice,   până   la   proba   contrară   prevalează   date[e
informatice Înscrise PN[DP.

Art.  19.  PNIDP  este  găzduit  şi  operat În  cadrul  Cloudului  Privat  GuvernamentaL,
componenta de Cloud lntern.

Art.    20.    (1)    Aplicaţiile,     pLatformele     şi     celelalte     resurse    digitale    publice
dezvoltate/finanţate  din  fonduri  pubtice,  susceptibile  de  reutilizare,  sunt  puse  la
dispoziţia  altor  entităţi  publice,  cu  respectarea  standardelor  de  securitate  şi  a
legislaţiei speciale aplicabile, potrivit art.12 alin. (3).
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(2) Entitatea  publică interesată,  prin  responsabiLul digital, adresează o cerere către
entitatea  deţinătoare  sau  administratoare  a  resursei  digitale  publice,  specificând
scopul utilizării, necesitatea şi justificarea tehnică.

(3) În  termen  de  15  zile  de  la  primirea  solicitării,  responsabi[ul  digitaL  al  entităţii
so[icitate   realizează   o   evaluare   preliminară   prin   care   anaLizează  justificarea  şi
fezabilitatea tehnică şi transmite ADR o solicitare de aviz conform pentru preluarea
sau    redistribuirea    resursei    digitale    publice,   Însoţită    de    rezultatul   evaluării

preliminare. ADR emite avizul confbrm în termen  de 15 zile de la primirea evaluării
preliminare a entităţii publice.

(4)  În   cazul  avizului  favorabil,   entităţii   solicitante   i   se  oferă  acces  [a  funcţiile
tehnice  ale  resursei  digitale  publice,  care,  după  caz,  poate fi  utitizarea  cod  sursă,
Apl,  documentaţie  tehnică  ori  pachete  de  instalare  şi  alteLe, În  condiţiile stabiLite

prin norme[e metodologice.

(5)  Cererea  poate fi  respinsă  motivat  pentru  motive  de  incompatibilitate tehnică,
limitări      ori      interdicţii      lega[e     sau      contractuale,     riscuri      de     securitate,
indisponibiLitatea  temporară  documentată  a  resursei  digitale  publice,  precum  şi

pentru a[te motive similare. Motivarea cererii se transmite responsabilu[ui digital al
entităţii  publice  solicitante.  Acesta  va  Înainta  documentaţia,  Împreună  cu  avizu[
ADR şi celela[te documente către entitatea pubLică care a depus cererea.

Art.  21.  (1)  Toate  resursele  digitale  pubLice  Înscrise  În  PNIDP trebuie  să  respecte
standardele tehnice minime prevăzute În anexa nr.1.

(2)  ADR  pub[ică  şi  actualizează  anua[  o  tistă  a  standardelor  tehnice  obligatorii
pentru administraţia publică.

Capitotut V[]. Transparenţa dateLor şi reLaţia pubtică cu cetăţenii

Art. 22.  (1)  ADR  pune  la  dispoziţia  cetăţeniLor dateLe  pubLice, Înregistrate în  PN]DP,

pe  porta[ul informatic naţiona[ https://data.gov.ro/, prin care orice persoană poate
verifica autenticitatea şi apartenenţa resursei digitale publice [a o entitate publică.

(2)  Mecanismul  de  trasabiLitate  şi  transparenţă  a  datelor se  bazează  pe  codurile
unice persistente atribuite fiecărei resurse digita[e sau entităţi pubLice.

Art.  23.  (1)  ADR   publică  anuaL  pe  site-u(  instituţionaL  propriu  un   raport  privind

gradul de conformare a entităţiLor publice la prezenta lege.

(2) RaportuL incLude indicatori privind:
a)   numărul de resurse digita[eînscriseîn  PNIDP;
b)   procentul de conformare pe fiecare tip de registru;
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c)   starea de accesibilitate a site-urilor şi portalurilor;
d)  gradul de utilizare a licenţelor software;
e)   măsurile de securitate implementate.

(3) Raportut se publică pe site-ul ADR şi se transmite ParLamentu[ui.

ArL  24.  (1)  Toate  p[atforme[e  digitale  ale  entităţilor  publice  trebuie  să  respecte
standardele    internaţionaLe    de    accesibiLitate    digitală    pentru    persoanele    cu
dizabilităţi.

(2)   ADR   colaborează   cu    Consiliul   NaţionaL   al   Dizabilităţii   din   România   şi   cu
organizaţiile de profiL pentru monitorizarea respectării acestor standarde.

Capitotutv]II.Sanquni

ArE. 25. (i) Constituie contravenţie, în măsura în care nu este săvârşită În astfe( de
condiţii Încât să fie considerată, potrivit legii  penaLe, infracţiune, nerespectarea de
către responsabilii digitali sau de conducătorii entităţi[or publice a dispoziţiilor art.
7 aLin. (1)-(3), art.13 aLin. (2), art.17 aLin. (4).

(2) Contravenţiile  prevăzute  la aLin. (1) se sancţionează cu amendă de la 5.000 lei la
10.000  lei.

(3)  Constituie  contravenţie  uti[izarea  de  către  entităţile  publice  de  domenii  sau
subdomenii   instituţionale   neintegrate  în   registruL  domeniilor  şi   subdomeniiLor
instituţionale şi se sancţionează cu amenda de la 5.000 [ei la 15.000 lei.

(4)  Constatarea  contravenţiiLor  prevăzute  La  alin.  (1)  şi  (3)  şi  ap(icarea  sancţiunii
aferente se fac de către ADR.

(5)   Contravenţiilor   prevăzute   de   prezenta   Lege   [e   sunt   apLicabi[e   dispoziţiile
Ordonanţei    GuvernuLui    nr.    2/2001    privind    regimuL   juridic    aL    contravenţiiLor,

aprobată  cu   modificări  şi  completări  prin  Legea  nr.  180/2002,  cu  modificările  şi
completăriLe u[terioare.

(6)  Repetarea  contravenţiilor într-un  interval  de  6  [uni  de  la  constatarea  primei
fapte  atrage,  pe  Lângă  amendă,  suspendarea  accesului  la funcţionalităţile  PNIDP
aferente până La conformare.

CapitotuLIX.DispozîţiitranzitoriişÎfinate

A]t. 26. (1)   Prezenta  Lege  intră în vigoare La 6 Luni  de la data pubLicării în MonitoruL

0ficiaL al României, Partea 1.
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(2) În termen de 60 de zi[e de la data intrării în vigoare a prezentei legi, GuvernuL va
adopta  prin  hotărâre  norme  de  aplicare  a  acesteia,  care  se  publică în  Monitorul
oficia[ al României, Partea 1.

(3) Anexele nr.1 şi 2 fac parte integrantă din prezenta [ege.

Această lege a fost adoptată de ParLamentul României, cu  respectarea prevederi[or
art. 75 şi 76 alin. (2) din Constituţia României, repubLicată.

PreşedinteLe Camerei Deputaţilor,
SorinlMihai GRINDEANU

Preşedintele Senatului,
Mircea ABRUDEAN
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Anexa nr.1

Standardele tehhice minime obtigaton.i

i. Sectiritate dl]emetică
E  Autentificare cu doi factori (MFA) pentru toţi utiLizatorii.

E  Criptarea comunicaţiilor (TLS minim 1.2, preferabil TLS 1.3).

E  DNSSEC activ pentru toate domeniiLe instituţionale.

E  Configurarea obLigatorie a SPF, DK[M şi  DMARC (poLitica „reject").

E  Politici  ob[igatorii  de  patch  management (max. 30  ziLe  pentru  vulnerabi[ităţi
critice).

EZI  Back-up   periodic:  cel  puţin  zilnic  pentru  date  critice  şi  săptămânal  pentru
restul datelor.

EZ]  Stocarea backup-urilor În locaţii separate, cu testare periodică de restaurare.

2. Interoperabititate şi fbrmate de date
E  Utilizarea formatelor deschise: CSV, XML, jsoN, ODF.

E  Apl-uri standardizate, conforme cu  P[atforma Naţională de lnteroperabilitate.
E  Respectarea standardelor UE de eDelivery şi elDAS.

3. Accesibititate dig.itată
E  Conformitate minimă cu standarde[e WCAG 2.1, niveL AA.

E  Compatibilitate cu cititoare de ecran şi dispozitive asistive.

E  lnterfeţe  disponibite în  Limba  română şi  engLeză, cu  posibilitate de extindere
La limbile  minoritătiLor.

4. Cloud şÎ infhstructură
EZ}  lnfrastructurile  digitale  publice  se  implementează în  Cloudu[ Guvernamenta[

sau În centre de date certificate.

EZ)  VirtuaLizare şi containerizare obLigatorie pentru scaLabiLitate.

EZ]  Segmentare de reţea şi control granular al accesuLui.
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Anexa nr. 2

Schema de date pentru registrete PMIDP

1. Registrul domeniilor şi subdomeniilor instituţîonale

EZ]  Denumire domeniu si subdomenii institutionale
EZ]  Entîtatea pub,Îcă ca;e deţ:ne, admînîstreâză sau utî[Îzează resursa pub[jcă

di8itală
EZ]  Datele de contact ale responsabiLu[ui digital aL entităţii  publice
EZ]  Detalii tehnice esenţia[e, inclusiv configuraţii, versiuni şi certificări de

securitate
E  Dovada juridică a deţinerii sau a dreptului de utiLizare, după caz
EZI  Data Înregistrării şi starea de funcţionare curentă
E  Codul unic persistent atribuit de PNIDP

Câmpuri specifice:
E  Administratorul tehnic, altul decât responsabilu[ digital, dacă este cazul;
EZ]   Destinaţia domeniului  instituţional
E  Certificări securitate
EZ]  Data ultimei actualizări.

2. RegistruL adreseLor de emai( oficia(e

E  Denumirea resursei si identificarea acesteia
E  Entitatea publică car'e deţine, administrează sau utilizează resursa pub[ică

di8itală
E  Date[e de contact ale responsabilu[ui digital al entităţii publice
E  Detalii tehnice esenţiale, inclusiv configuraţii, versiuni şi certificări de

securitate
E  Dovada juridică a deţinerii sau a dreptului de uti[izare, după caz
E  Data Înregistrării şi starea de funcţionare curentă
E  Codul unic persistent atribuit de PNIDP

Câmpuri specifice:
E  Domeniu  emaiL;
E  Adrese active;
EZI  Configurări SPF/DKIM/DMARC;

E  Data uLtimei actuaLizări.

3. Registrut site-un.(or şi porta(urilor pubLice

E  Denumire site/portal public
E  Entitatea publică care deţine, administrează sau utilizează resursa publică

di8itală
E  Datele de contact ale responsabilu[ui digital al entităţii publice
E  Detalii tehnice esenţia[e, inclusiv configuraţii, versiuni şi certificări de

securitate
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E  Dovada juridică a deţinerii sau a dreptului de utilizare, după caz
EZ]  Data Înregistrării şi starea de funcţionare curentă
EZ]  Codul unic persistent atribuit de PNIDP

Câmpuri si)ecifice: ;
E  Scopul utilizării;
E  Găzduire;
E  Nive[ accesibilitate;
E  Responsabil tehnic/instituţionat;
E  Data ultimei actualizări.

4. Flegistru( apticaţii(or şi pLatforme(or dig.n:a(e

E  Denumirea aplicaţiei/platformei digitale
E  Entitatea publică care deţine, administrează sau utilizează resursa publică

di8itată
E  Datele de contact ale responsabi[ului digita[ aL entităţii publice
E  Detalii tehnice esenţiale, inclusiv configuraţii, versiuni şi certificări de

securitate
EZ]  Dovada juridică a deţinerii sau a dreptului de uti[izare, după caz
EZ]  Data Înregistrării şi starea de funcţionare curentă
tzI  Codul unic persistent atribuit de PNIDP

Câmpuri sp ecîfice:
EZ]  Dezvo[tator/furnizor;
E  Stadiu ciclu de viaţă;
EZ)  Asociere proiect/contract;
EZI  Data u[timei actualizări.

5. RegistruL (icenţetor software

E  Denumire software
E  Entitatea publică care deţine, administrează sau utilizează resursa publică

di8itală
E  Datele de contact ale responsabilu[ui digital al entităţii pub[ice
E  Detalii tehnice esenţiale, inc[usiv configuraţii, versiuni şi cer[ificări de

securitate
LI

E  Dovada juridică a deţinerii sau a dreptului de utilizare, după ,ţaz
EZ)  Data înregistrării şi starea de funcţionare curentă
EZ]  Codul unic persistent atribuit de PNIDP

Câmpuri sp ecifice:
EZ]   Tip  Licenţă;

E  Număr/valabilitate;
EZ]  Furnizor/titular;
E  Entitate utilizatoare;
E  Grad de utilizare;
E  Asociere hardware;
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E  Data ultimei actua[izări.

6.RegistrulhardwareşiaLactiveLor]T(CMDB)

E  Denumire echipament
EZI  Entitatea publică care deţine, administrează sau utilizează resursa pub[ică

di8itală
E  Datele de contact a[e responsabilului digital al entităţii publice
E  Detalii tehnice esenţiale, inclusiv configuraţii, versiuni şi certificări de

securitate
EZ]  Dovada juridică a deţinerii sau a dreptului de utilizare, după caz
E  Data Înregistrării şi starea de funcţionare curentă
EZI  Codul unic persistent atribuit de PNIDP

Câmpu ri sp ecifice:
E  Tip;
E  Locaţie;
E  Configuraţie esenţială;
E  Asociere software;
E  Data uLtimei actualizări.

7. Registrul proiectelor digitale publice
\E  Denumire proiect

E  Entitatea publică care deţine, administrează sau utiLizează resursa publică
di8itală

EZI  DateLe de contact aLe responsabilului digital al entităţii publice
E  Detalii tehnice esenţiale, inclusiv configuraţii, versiuni şi certificări de

securitate
E  Dovada juridică a deţinerii sau a dreptuLui de uti[izare, după caz
E  Data înregistrării şi starea de funcţionare curentă
EZI  Codul unic persistent atribuit de PNIDP

Câmpuri specifice:
EZI  Entitate in iţiatoare;
E  Buget/sursă finanţare;
E  Furnizor/contractor;
E  Staqiu;
E  CaLdndar;
EZ]  lndicatori  performanţă;
EZI  Data ultimei actualizări.
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